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This document describes the necessary steps to install and run a Windows based NGOP plugin agent.   An outline of installation is as follows:

1. Install Python 

2. Download the Windows based NGOP package

3. Write the monitoring code that will called from the plugin agent.

4. Write the XML configuration file that will be used by the plugin agent

5. Write a batch file script that calls the plugin agent.  This batch file should be launched as a Windows service.

Each of the steps is described below, followed by a complete example.

1. Installation.

Step 1: Install Python

Python 2.1 or higher must be installed on the machine that will be running the monitoring agent.  

Step 2: Download 

Download the NGOP .zip file from fnkits using anonymous ftp.  The download file is located in the ftp area under products/ngop/v2_1/Windows/ngop_windows.zip.  Unzip this file in an appropriate area (C:\ngop)

Step 3: Write the monitoring code

This step is discussed in detail in the NGOP Users Guide.  This code will be referenced by the XML configuration file (see below) to return a value through stdout that can be used to determine the state of the system.

Step 4: Write the XML configuration

This step is discussed in detail in the NGOP Users Guide.  The XML configuration file will call the monitoring code and process it’s return value .

Step 5: Write the Service Script

A batch file wrapper script should be written and defined as a Windows service.  This script should set the environment variable PYTHONPATH and execute the plugin agent.  

Example batch script:

set PYTHONPATH=C:\ngop\lib

c:\python22\python  C:\ngop\ma\PlugInAgent.py –c C:\listmon\xml\listmon.xml

This script simply sets up the python run time environment and executes the plugin agent.  The –c option tells the plugin agent to use C:\listmon\xml\listmon.xml as it’s configuration.

2. Complete Example:

A complete example is included and may be used as a template for writing Windows based plugin agents.  In this example, the ngop zip file has been downloaded and installed in C:\ngop.

2a. Monitoring code.

The first step in creating a plugin agent is to write the monitoring code.   This is code that will monitor some object, and return that state through stdout to the plugin agent.  In the following example assume the monitoring to be done is the number of  messages queued up in the Listserv cache area.   The code below will count the number of entries in this area, and return this value by printing it.

import string

import os

import time

spool_location= \\\listserv\d$\LISTSERV\SPOOL
count=0

spool_list = os.listdir(spool_location)

for item in spool_list:

     count = count+1

print str(count)

For ease of coding the XML file, we can wrap this python code around a .bat script:

@echo off

set PYTHONPATH=C:\listmon;C:\listmon\ma;C:\listmon\fcslib;C:\listmon\lib

python C:\listmon\listmon.py (this is the python code created above).
At this point, we are now ready to tie this code into NGOP.  In the XML example below, assume the .bat script created above is located at C:\listmon\check_spool.bat

2b. Writing the XML configuration.

The hard part of setting up a monitoring agent is often setting up the XML configuration file, especially if you are not familiar with XML.  Fortunately, using a template as a starting point will probably provide you good starting point.  

The XML code below will be read by the plugin agent.  The XML file will tell the plugin agent where to contact the NGOP Central Server, and will tell the plugin agent how to process the results we obtained from the code above.  

<MA-config Update=”180” Name=”listmon”>

 <NCS Heartbeat=”300” Port=”19997 Host=”ngopsrv”/>

  <System Name=”Daemons” Cluster=”Mail”>

   <MonitoredElement Name=”listmon” Host=”listserv” Type=”Daemons”>

    <ConditionSet>

    <fn Name=”plug_ins” Arg=”C:\listmon\check_spool.bat” RetVal=”int:N”/>

      <Condition State=”1” SevLevel=”6” Description”Warning: Cache area > 1000 messages”>

        <apply>

          <gt/>

            <ci>N</ci>

            <cn>1000</cn>

        </apply>

        <Action ID=”email” Host=”ngopsrv” Type=”central”>

          <Exec Name=”email” Argument=”Address:joeblow@fnal.gov,Subject:NGOP,Message:%Host

                      %ServiceType:%ID:%Description”/>

        </Action>

      </Condition>

      <Condition State=”1” SevLevel=”4” Description”Info: Cache area > 500 messages”>

        <apply>

          <gt/>

            <ci>N</ci>

            <cn>500</cn>

        </apply>

        <Action ID=”email” Host=”ngopsrv” Type=”central”>

          <Exec Name=”email” Argument=”Address:joeblow@fnal.gov,Subject:NGOP,Message:%Host

                      %ServiceType:%ID:%Description”/>

        </Action>

      </Condition>

     </ConditionSet>

   </MonitoredElement>

  </System>

</MA-config>

This XML code will issue email to joeblow@fnal.gov with the message “Warning: Cache area > 1000 messages” and tell the NGOP Central Server that the Severity Level is 6 (high) is the number returned from the monitoring code is greater than 1000.  If the number is less than 1000 but greater than 500, email will again be issued to joblow@fnal.gov with a message “Cache area > 500” and a severity level of 4 (less severe than 6).  

It should be noted that the Name, Host, and Type in the <MonitoredElement> tag must match what the NGOP Central Server has in it’s configuration.  This will require coordination on the names with the NGOP administration group.

2c. Writing the Service Script.

The service script is the glue that binds everything together.  The server script will execute the plugin agent, giving it an XML file as it’s configuration.  The above XML code instructs the plugin agent to execute C:\listmon\check_spool.bat (see the <fn> tag in the XML code).  Here is the code:

set PYTHONPATH=C:\ngop\lib

c:\python22\python C:\ngop\ma\PlugInAgent.py –c C:\listmon\xml\listmon.xml

This simply executes the PlugInAgent.py python module, telling it the configuration file is C:\listmon\xml\listmon.xml (the XML code given in 2b).  The XML code is designed to call check_spool.bat (which executes the python code to count the number of lines in the cache area).  The plugin agent will capture that result, and based on the XML file will report it’s state and severity level to the NGOP Central Server.



















































































































PAGE  
4

